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The territorial scope of the GDPR is set 
out at Article 3 which provides for a very 
broad definition:

1. “This Regulation applies to 
the processing of personal 
data in the context of activities 
of an establishment of a 
controller or a processor in the 
[European] Union.

2. This Regulation applies to 
the processing of personal 
data of data subjects who are 
in the [European] Union by 
a controller or processor not 
established in the [European] 
Union, where the processing 
activities are related to:

the offering of goods or 
services, irrespective of 
whether a payment of the 
data subject is required, to 
such data subjects in the 
[European] Union; or, the 
monitoring of their behaviour, 
as far as their behaviour takes 
place in the European Union .

3. This Regulation applies to the 
processing of personal data by 
a controller not established in 
the [European] Union, but in a 
place where the national law 
of a Member State applies by 
virtue of international law.”

Territorial scope

European businesses

Businesses that are established in a 
Member State plainly fall under the terms 
of the European General Data Protection 
Regulation (“GDPR”), in the same way that 
they currently fall within the remit of the 
Data Protection Directive.

Businesses outside of the EU

The terms of the GDPR mean that many 
more entities will now fall under the regime.  
Unlike under the current regime, the GDPR 
allows for any business located anywhere 
in the world to fall under its terms if a 
business offers goods or services in the EU 
or monitors the behaviour of EU citizens, 
irrespective of whether it has a presence in 
Europe. 

Obligation to appoint 
a representative

Under Article 25, a business from outside 
the EU that falls under the GDPR regime 
because of its activity with regard to the 
citizens of a Member State is under an 
obligation to appoint a representative 
in that Member State, unless processing 
is occasional and does not include large 
scale processing of sensitive data (such 
as racial origin, health data, genetic data, 
criminal convictions, and suchlike) and is 
unlikely to result in a risk for the rights and 
freedoms of individuals.  The purpose of 
the representative will be to act as a point 
of contact for the entity’s Data Protection 
Officer. 

“Conquer we shall, but, we must first contend!  It’s not the 
fight that crowns us, but the end.”
Robert Herrick, 17th Century English Poet

Problem areas

This aspect of the GDPR potentially puts 
a great deal of non-EU businesses into the 
harsh regulatory environment of the new 
regime.  Many entities have simply not 
considered: (a) whether they do fall under 
the terms of the GDPR; and, if so: (b) how 
they need to react or respond in order to be 
compliant.  

This is likely to catch the overwhelming 
number of non-EU online services 
that process the data of their EU based 
consumers.  It will also apply to the 
numerous online providers and advertisers 
that place cookies or other tracking tokens 
on the equipment of EU data subjects for the 
purpose of tracking their online behaviour.

The “Compliance Journey” involves 
innumerable challenges and the task is 
complicated.  Entities may find that they 
have difficult choices to make about their 
priorities moving forward.  Making changes 
to ensure compliance with the GDPR will 
require considerable resource investments 
and lots of planning, especially for non-EU 
entities, that may not have considered these 
issues fully before.

General Data Protection Regulation

PricewaterhouseCoopers Legal LLP (London)



Document version 2. This publication has been prepared for general guidance on matters of interest only, and does not constitute professional advice. You should not 
act upon the information contained in this publication without obtaining specific professional advice. No representation or warranty (express or implied) is given as to 
the accuracy or completeness of the information contained in this publication, and, to the extent permitted by law, PricewaterhouseCoopers Legal LLP, its members, 
employees and agents do not accept or assume any liability, responsibility or duty of care for any consequences of you or anyone else acting, or refraining to act, in 
reliance on the information contained in this publication or for any decision based on it.

© 2016 PricewaterhouseCoopers Legal LLP. All rights reserved. PricewaterhouseCoopers Legal LLP is a member of  PricewaterhouseCoopers International Limited, 
each member firm of which is a separate legal entity.

Stewart Room 
Partner, Joint Global Head of  
Data Protection 
+44 (0) 20 7213 4306
stewart.room@pwclegal.co.uk

Jay Cline 
Principal, Joint Global Head of 
Data Protection 
+1 (612) 596-6403 
jay.cline@us.pwc.com

Key Contacts

PwC’s global privacy practice

Western Europe 
Belgium, Finland, France, 
Germany, Italy, Luxembourg, 
Netherlands, Norway, Spain, 
Sweden, Switzerland, UK

N. America
Full coverage

Central and  
South America
Mexico, Columbia, 
Ecuador, Peru

Central and  
Eastern Europe
Bulgaria, Kazakhstan, 
Latvia, Lithuania, Poland,
Russia, Slovakia, Turkey

Middle East
UAE

Africa
Morocco Asia Pac

Australia, China, India, 
Japan, New Zealand, 
Singapore, Thailand

Vincent Villers
Partner
2367
vincent.villers@lu.pwc.com

Frédéric Vonner
Partner
4173
frederic.vonner@lu.pwc.com

Cédric Nédélec
Data Protection Officer
2186
cedric.nedelec@lu.pwc.com

PwC Luxembourg ContactsPwC Luxembourg Contacts

Document version 2. This publication has been prepared by PricewaterhouseCoopers Legal LPP (1, Embarkment Place, London, UK, WC2N 6RH) for general 
guidance on matters of interest only, and does not constitute professional advice. You should not act upon the information contained in this publication without 
obtaining specific professional advice. No representation or warranty (express or implied) is given as to the accuracy or completeness of the information contained in 
this publication, and, to the extent permitted by law, PricewaterhouseCoopers Legal LLP (London), its members, employees and agents do not accept or assume any 
liability, responsibility or duty of care for any consequences of you or anyone else acting, or refraining to act, in reliance on the information contained in this publication 
or for any decision based on it.	

© 2016 PricewaterhouseCoopers Legal LLP (London). All rights reserved. PricewaterhouseCoopers Legal LLP (London)  is a member of PricewaterhouseCoopers 
International Limited, each member firm of which is a separate legal entity.


